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1. Discussion.
1.1 Activation of PDU sessions to an LADN

In the 3GPP model since the introduction of GPRS, a UE establish connectivity to a PDP context or PDN connection when applications require connectivity to a data network corresponding to a specific APN. Applications in the UE have been bound to specific APNs either via offline configuration mechanisms, or via explicit policies (e.g. IARP in ANDSF for the EPS). We expect that such model remains for the 5GS. 

Section A.3.1.8.1 contains the following:

UE Route Selection Policy(URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.3.3. The URSP policy groups of one or more of the following policies:
…
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
The statement “It is also used to determine when a PDU session should be requested to a new DNN” in relation to the DNN Selection Policy is at a minimum misplaced, since it does not related to DNN Selection Policy, or plainly incorrect. In fact:

· Having any mechanism that delay the connectivity to a PDU session based on policies stating when a certain PDU session should be connected (even if the connectivity to the PDU session is available) would impede the applications from obtaining the required connectivity

· Having any mechanism that force the establishment of connectivity to a PDU session based on policies even when no applications require such connectivity adds no value to the UE or the system, since such connectivity would not be used.

Therefore, it is suggested to remove or modify such text based on the two bullet points above.

Conclusion 1: establishment of a PDU session by the UE in 5GS (including to LADNs) is based on the need for applications in the UE to have user plane connectivity with the DN associated to a DNN.

1.2 LADN availability based on location and information to the UE

In addition, a PDU session for a LADN is just a PDU session to a DN for which availability of connectivity is restricted to a specific area, but has no other differences and therefore in terms of activation should be treated as a normal PDU session. The only key aspect for an LADN is the “availability based on location”, and whether a PDU session to a LADN can be established or not depending on the UE location. 
Repeating the arguments submitted at the last SA2 in the P-CR that was approved for the current section 6.5.6, the following applies:

· Is the availability of a LADN a static information or a dynamic information?

· For non-roaming scenarios, whether a UE can access a specific LADN and in which location is based on two factors: the UE subscription to such LADN (which not a highly dynamic information) and the availability of the LADN in a specific location (which is also not a highly dynamic information, changes only when the operator modifies the connectivity and cell coverage). Both these information are available to the HPLMN a priori for non-roaming, therefore such information can be conveyed to the UE a priori and does not require dynamic signalling (e.g. at registration)

· For roaming scenarios: though in pre-Rel. 15 solutions (i.e. ANDSF) were developed for the use of WLAN considering that the HPLMN may have information about the VPLMNs, it is not always realistic to assume that, for LADNs, the HPLMN is capable of having up to date information about LADNs availability for VPLMNs. Moreover, LADNs valid in a HPLMN may not be valid in the VPLMN. Therefore, a semi-static configuration in the UE may not work for this case. 
· How can the LADN information be provided to the UE? Multiple options are possible:

· Policy configuration in the UE: 

· the HPLMN may configure the information on LADN availability via policy configuration (from the Home PCF). The UE attempts to connect to an LADN only if it is listed in the configured policy as being available in the current area. This however works only for the HPLMN since it is not realistic to assume the HPLMN is aware of LADN availability in VPLMNs.

· When the UE registers to a VPLMN, the UE receives a V-PCF policy for availability of LADNs in the VPLMN, and the V-PCF policy takes priority over any H-PCF policy that may be configured in the UE. This however means that an inbound roaming UE may receive a lot of information regarding LADNs that are not applicable to the inbound roaming UE, and may not be of any use to the UE at all

· However, especially in roaming scenarios, the specific availability of LADNs in the current area may not be knows to the PCF (e.g. in the HPLMN), or the PCF may not have up to date information wrt UPF connectivity. The AMF can be kept up to date via OAM and provide more precise information. 

· The AMF informs a UE performing a (re)registration of the list of available LADNs, including the location of the availability. The AMF is configured with information based on OAM configuration in the AMF, and is not per-subscriber. The notification of the availability of LADN(s) is based on two sets of information: information specific to a UE based on the UE subscription (i.e. subscription to the DNN corresponding to a LADN) and the LADN availability in a specific area which is an information configured by OAM in the AMF. The UE attempts to connect to an LADN only if it is listed in the information available from the AMF. This works for non-roaming and for roaming cases, in case an HPLMN LADN is available in the VPLMN.
Conclusion 2: LADN availability in a given area served by a given AMF group is static information based on OAM configuration in the AMF.
Conclusion 3: LADN availability in the UE is not based on policy information specific to the UE and retrieved as a UE policy from the PCF, since such information would need to be redacted by the AMF to provide to the UE only the information related to the LADNs actually available. 

Conclusion 4: LADN availability in a given area served by a given AMF group for the LADNs a UE is subscribed to must be based on the UE subscription information and the LADNs available in the area. 

Therefore, the following notes can be deleted: 

Editor's note:
It is FFS how the 5G Core Network notifies the UE, e.g. whether the AMF notifies the UE of information or whether the direct interface between the UE and the PCF.
Editor’s Note: it is FFS whether LADN subscription information (i.e information which indicates whether the UE subscribes the LADN service) is included in UE subscription data or is managed by policy information by PCF. 
2. Proposal
It is proposed to accept the following changes to TS 23.501.
FIRST CHANGE

5.6.5
Support for advertising the availability of a local area data network

5G System shall provide support for the UEs to be made aware of the availability of a local area Data Network (LADN) based on the UE location.

When the UE performs a successful registration procedure, the AMF notifies the UE of the LADN Availability information in the Registration Accept message, which indicates the specific LADNs that are available to the UE in the registration area, based on the local configuration information (e.g. via OAM),  the operator’s policy, and the UE subscription information.
LADN Availability Information provided to the UE by the AMF consists of LADN DNN and LADN service area information. The LADN service area information may be provided for a set of Tracking Areas. The AMF does not create a Registration Area based on the availability of LADNs.
Editor's Note: additional levels of granularity are FFS.


Editor's note: other scenarios in which the UE is not configured with any LADNs and discovers the supported LADNs are FFS.
Based on the LADN Availability information in the UE, the UE may request a PDU session establishment for an available LADN when the UE is located in the area of availability of the LADN. The UE should not request a PDU session for a LADN when the UE is located outside the area of availability of the LADN, and the SMF shall reject any such requests. The UE shall not trigger Service Request for the establishment of user plane for an LADN when the UE is located out of LADN service area, and the network shall reject such request.
When the network detects that the UE has moved out of the area of availability of the LADN, the core network may disconnect the PDU session based on network policies.
Editor’s note: further optimizations to the PDU session disconnection (e.g. deactivation of user plane for the PDU session while the PDU session is maintained) are FFS.
NEXT CHANGE

5.6
Session Management

Editor's note:
This should include session management etc.

Editor's note:
Handling ATSSS is FFS.

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.

Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured (where the type of PDU exchanged between the UE and DN is totally transparent to the 5G system).

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger the UE to establish a PDU session to a specific DNN.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to  insert an UL CL or a Branching Point for a PDU session towards this DNN..

In addition, the SMF uses information from the AMF to determine how to handle the requests from the UE:

-
for a LADN, the SMF uses the information from the AMF to determine whether the UE is within the area of availability of the LADN.
This information is provided to the SMF in VPLMN by the SMF in HPLMN.

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice

An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.

-
Slicing information.

Editor's note:
slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.
NOTE:
User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.
NEXT CHANGE

A.3.1.8
UE Policy

A.3.1.8.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.3.3. The URSP policy groups of one or more of the following policies:
2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

The URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF does not change the URSP provided by PCF.
Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.

END OF CHANGES
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